
AK Digital Insurance & 
InsurTech

EUDI-Wallet in der Praxis: 
Versicherungen und Banken

19.12.2025



Hinweise zum Kartellrecht

 Fairer und freier Wettbewerb ist für die Digitalwirtschaft von 

grundlegender Bedeutung. Bitkom bekennt sich daher zur konsequenten 

Einhaltung des nationalen und europäischen Kartellrechts und arbeitet 

ausschließlich im Einklang mit diesen Vorschriften. 

 Veranstaltungsteilnehmende, Mitglieder und Mitarbeitende sind selbst in 

der Verantwortung, kartellrechtliche Vorgaben einzuhalten.

 In allen Zweifelsfällen werden die Beteiligten vor dem 

Informationsaustausch eine Abstimmung und rechtliche Klärung mit der 

Bitkom-Geschäftsstelle herbeiführen. 
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Voraussetzung für die 

Teilnahme ist ein 

kartellrechtskonformes 

Verhalten

§ 1 GWB: »Vereinbarungen zwischen 

Unternehmen, Beschlüsse von 

Unternehmensvereinigungen und aufeinander 

abgestimmte Verhaltensweisen, die eine 

Verhinderung, Einschränkung oder Verfälschung 

des Wettbewerbs bezwecken oder bewirken, 

sind verboten.«



Hinweise zum Kartellrecht

▪ Unzulässig: Absprachen / Austausch über unternehmensbezogene Informationen wie z. B.: 

▪ Preise, Preisbestandteile, Rabatte, Preisstrategien und -kalkulationen sowie geplante 

Preisänderungen,

▪ Wettbewerblich relevante vertragliche Regelungen aus Verträgen mit Kunden und 

Lieferanten, (insb. Liefer- und Zahlungskonditionen),

▪ Unternehmensstrategien und zukünftiges Marktverhalten, geplante Investitionen, 

interne Forschungsprojekte, Gewinne, Gewinnprognosen,

▪ Marktanteile, Absatz- und Umsatzzahlen, Quoten und Kapazitäten, 

▪ Teilnahme bzw. Nichtteilnahme an Ausschreibungen, Konditionen von Ausschreibungen,

▪ Aufteilung von Märkten oder Bezugsquellen nach Räumen oder Kunden, Informationen 

über Belieferung bzw. Nichtbelieferung bestimmter Kunden, Boykotte und Aufrufe zu 
Boykotten
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Do's and Don'ts



Hinweise zum Kartellrecht

 Grundsätzlich zulässig ist der Austausch z. B. über:

 aktuelle Gesetzesvorhaben und deren Folgen für die Beteiligten,

 Diskussionen über Aktivitäten der Interessenvertretung,

 allgemeine wirtschaftliche, politische und technologische Entwicklungen,

 Branchenüberblicke (Voraussetzung: Aggregierung erfolgte durch neutralen Dritten, 

Ergebnis ist anonymisiert und nicht re-individualisierbar)

 frei zugängliche Informationen und Daten (z. B. von Behörden, Marktforschungsinstituten)
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Do's and Don'ts



Begrüßung
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Aktuelles aus der Bitkom 
Geschäftsstelle 

Themenschwerpunkte 2025: 

FIDA, DORA, AI in Insurance & EUDI-Wallet

Aktivitäten 2025: 

DigiFin25, AK-Sitzungen, Sonderformate, Publikationen & Stellungnahmen: 

Altersvorsorgereformgesetz

Themenschwerpunkte 2026: 

Digitalpolitisches Monitoring in der Versicherungsbranche, EUDI-Wallet & EU 

Business Wallet, Datenräume & Künstliche Intelligenz

Arbeitskreissitzung: 

27.02.2025: Vorstellung des Monitors Digitalpolitik in der 

Versicherungsbranche
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EUDI-Wallet in der Praxis: Versicherungen und Banken

https://www.bitkom.org/sites/main/files/2025-12/251215-stellungnahme-altersvorsorgereformgesetz-1.pdf
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E U D I  W A L L E T  D E

Weitere Stufen nach dem Go-Live
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Go-Live 
EUDI-
Wallet

Qualifizierte Elektronische 
Signatur (QES)

Pseudonymer Login Zahlungsautorisierung

Bildungsnachweise
Abiturzeugnis, 

Ausbildungsnachweise, 
Schüler/Studentenausweise

Statusnachweise 
Schwerbehinderten-

ausweis

Kammernachweise 
Steuerberater, 

Wirtschaftsprüfer

Versicherungs-
nachweise (eGK, 

PKV)

Weitere nachfolgende Nachweise

B I T K O M  
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Launch Partner

1 22 3 . 1 2 . 2 0 2 5B I T K O M  



E U D I  W A L L E T  D E

Partner für die zeitnahe Integration der 
Identifizierungsfunktion (PID)
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Partner Use Case

DRV-Bund LogIn DRV-Portal

Gematik GesundheitsID onboarding

Mietz Identifizierung von 
Mietinteressenten

Bundesnotarkammer Ident “notarielles Online-
Verfahren”

Deutsche Post Ident im Paketshop; Paketannahme 
an der Tür

Datev Ident von Steuerberatern

Stepstone Identifizierung von Bewerbern 

GDV Login Kundenportal

Partner Use Case

hvv PID Kontrolle Deutschlandticket

Stadt Hamburg Identifizierung Standesamt

ARD Altersverifizierung ARD-Mediathek

IHK München Registrierung für IHK-Fortbildungen

Hochschule Zittau/Görlitz Identifizierung zur Immatrikulation

Commerzbank KYC-Identifizierung zur 
Kontoeröffnung

Bundesagentur für Arbeit Identifizierung & Login für Portal

Sparkassen Finanzgruppe KYC-Identifizierung zur 
Kontoeröffnung

B I T K O M  



E U D I  W A L L E T  D E

Use Cases
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Elektronische Nachweise (EAA)

▪ Spezifikationen für elektronische Nachweise müssen branchenweit einheitlich festgelegt werden
▪ SPRIND unterstützt bei Erstellung von Rulebooks & gibt Rahmen für Harmonisierung vor 
▪ Semantische Interoperabillität von Nachweisen insb. im Versicherungswesen zentral 
▪ EAAs werden zu Anwendungen, wenn die Use Case Strecke abgebildet werden kann

Use Cases: Finanzen

▪ Automatisierte 
Elternleistungen

▪ Frühstartrente
▪ Kontoneuanlage 

Use Cases: Gesundheit & 
Versicherung

▪ Nachweis über Versichertenstatus
▪ Check-in Arztpraxis für 

Privatversicherte
▪ Ausstellung KFZ-Haftpflichtversicherung
▪ Ausstellung Erste-Hilfe-Zertifikat
▪ Ausstellung KVNR
▪ Haftpflicht, 

Auslandskrankenversicherung, 

▪ Autoleasing 
▪ Kreditantrag
▪ Wohngebäudeversic

herung
▪ Risikolebensversiche

rung

B I T K O M  
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EUDI Wallet Sandbox 
Onboarding Schritte
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Absicht zum Beitritt 
zur Sandbox

Reichen Sie das RP-
Sandbox-Formular 
ein, um sich als 
Relying Party zu 
registrieren. Nach 
kurzer Prüfung meldet 
sich das Sandbox-
Team mit den 
nächsten Schritten.
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Vorbereitungen

Offiziell Teil der Sandbox

Information

Befüllen Sie unser 
Kontaktformular, um 
der Sandbox-
Community 
beizutreten und 
Updates sowie 
Informationen zum 
Onboarding zu 
erhalten.

Use Case Definition & 
Einreichung

Definieren Sie Ihren 
Use Case mit PID-
Bezug und füllen Sie 
die Use Case Vorlage 
aus und senden Sie 
zur Überprüfung an 
das Projektteam.

Individuelles 
Onboarding 

Besuchen Sie das 
Ecosystem Knowledge 
Center, um die 
Sandbox zu erkunden 
und die technische, 
organisatorische und 
Compliance-
Bereitschaft Ihrer 
Organisation zu 
bewerten.

Kick-off 
Termineinladung

Nach Genehmigung 
Ihres Use Cases 
erhalten Sie eine 
Einladung zum 
offiziellen Kick-off-
Call, der den 
formellen Start Ihres 
Onboardings markiert.

Unterstützung in der 
Testphase 

Innerhalb des 
Onboardings und der  
Testphase können Sie 
auf die Dokumente 
des Ecosystem 
Knowledge Centers 
zugreifen und das 
Support-Formular 
nutzen, um Ihre 
Anfragen 
einzureichen.

Erfolgreiche Use 
Case 

Implementierung 
Schließen Sie die Implementierung 
und Validierung Ihres Use Cases in 

ab. Stellen Sie sicher, dass Ihre 
Lösung alle Anforderungen erfüllt, 
und bereiten Sie den Übergang in 

die Produktionsumgebung vor.

Individuelles Onboarding ImplementierungOnboarding mit Sandbox Team

Entscheidung 



E U D I  W A L L E T  D E

▪ Den RPs und EAAs stehen Budget, 
technische und operative 
Ressourcen sowie ggf. rechtliche 
Unterstützung zur Verfügung

▪ Organisatorische und technische 
Ansprechpersonen sind bestimmt. 
Bei Bedarf sollten mit externen 
Dienstleistern eigenständig 
Gespräche geführt werden

Eigenen Use Case 
gestalten

▪ Die Registrierung ist nur mit einem 
definierten Use Case möglich

▪ Die ersten Kohorten (Q1 2026) 
pilotieren PID Use Cases

▪ Branchenspezifische Anforderungen 
und Einschränkungen innerhalb 
eines Use Case sind identifiziert

Eigene Software 
bereitstellen

▪ Die erforderliche Software ist 
eigenständig zu entwickeln, auf 
Open-Source-Lösungen zu stützen 
oder über einen externen 
Dienstleister zu beziehen

▪ Unterstützung beim Erreichen einer 
konformen Lösung erfolgt durch 
Wallet-Zugang, Konformitätstests, 
Debug-Support sowie asynchrone 
Beratung

Interne Organisation

▪ Teilnehmende des Wallet-
Ökosystems werden ermutigt, 
miteinander zu kooperieren, testen, 
gestalten und weiterzuentwickeln

▪ Fachspezifische 
Schwerpunktgruppen unterstützen 
dabei, branchenspezifische 
Herausforderungen zu adressieren

▪ Fachwissen und Erkenntnisse 
werden mit anderen Teilnehmenden 
geteilt, um gemeinsames Lernen zu 
fördern

Mitwirken & vernetzen
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Voraussetzungen für Integration durch Relying Parties (RP)

B I T K O M  



EUDI-Wallet Sandbox – Q&A
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Clemens Schleupner, Product Owner Partner 

Integration, SPRIND GmbH



Wrap Up & Ausblick
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Lorène Slous, Referentin Vertrauensdienste & Digitale 

Identitäten

Lukas Spohr, Refernt Digitale Transformation



Bitkom-BMDS MoU 
zur EUDI-Wallet
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Vom Bitkom, dem BMDS und über 90 Unternehmen unterzeichnet.

Vorgestellt von Bitkom-Präsident Dr. Ralf Wintergerst auf der Bühne des 

Gipfels zur europäischen digitalen Souveränität (18.11.).

Ziele:

 Die unterzeichnenden Unternehmen bekennen sich auf Initiative des 

Bitkom unter anderem dazu, ihre Prozesse rasch auf die Nutzung der EUDI-

Wallet umzustellen. 

 Das Digitalministerium will das Feedback der Wirtschaft in den 

Umsetzungsprozess einfließen lassen.

 Der Bitkom baut den Dialog zwischen Digitalwirtschaft und Regierung 

weiter aus.

Nächste Infoveranstaltung: 05.03. TBC 

Kontakte: Josephine Rotzen ( j.rotzen@bitkom.org) / Lorène Slous 

(l.slous@bitkom.org) 

https://www.bitkom.org/MoU-EUDI-Wallet
mailto:j.rotzen@bitkom.org
mailto:l.slous@bitkom.org


Vertrauensdienste & Digitale 
Identitäten @ Bitkom

Aktuelle Themen 

 Digitale Identitäten aus Sicht der Politik, Verwaltung, Industrie, und 

Nutzerinnen und Nutzern

 Durchführung eIDAS 2.0 & Gestaltung des eIDAS-Ökosystems

 EUDI-Wallet und European Business Wallet

 Vertrauensdienste in der Praxis – Einsatz in Geschäftsprozesse der Industrie 

und in der Verwaltung

Arbeitskreise / Gremien

 AK Digitale Identitäten

 AK Anwendung elektronischer Vertrauensdienste

 FA Chipkarten & Ausweissysteme

https://www.bitkom.org/Bitkom/Organisation/Gremien/Digitale-Identitaeten
https://www.bitkom.org/Bitkom/Organisation/Gremien/Digitale-Identitaeten
https://www.bitkom.org/Bitkom/Organisation/Gremien/Anwendung-elektronischer-Vertrauensdienste.html#:~:text=Mit%20Hilfe%20der%20Vertrauensdienste%2C%20den%20elektronischenn%20Signaturen%2C%20Siegeln%2C,der%20Europ%C3%A4ischen%20Union%20auf%20einer%20einheitlichen%20Rechtsbasis%20austauschen.
https://www.bitkom.org/Bitkom/Organisation/Gremien/Anwendung-elektronischer-Vertrauensdienste.html#:~:text=Mit%20Hilfe%20der%20Vertrauensdienste%2C%20den%20elektronischenn%20Signaturen%2C%20Siegeln%2C,der%20Europ%C3%A4ischen%20Union%20auf%20einer%20einheitlichen%20Rechtsbasis%20austauschen.
https://www.bitkom.org/Bitkom/Organisation/Gremien/Chipkarten-Ausweissysteme.html
https://www.bitkom.org/Bitkom/Organisation/Gremien/Chipkarten-Ausweissysteme.html


eIDAS Summit 2026
Zweitägige Konferenz

 28.04.: vor Ort | deutscher Fokus | auf Deutsch 

(kostenfreie Tickets bis zum 18.12. für Bitkom-

Mitglieder)

 29.04.: online | europäsiche und internationale

Dimensionen | auf Englisch

Themenschwerpunkte

 Anwendungsperspektive (z.B. Finanz/Insurance, 

Mobilität, Gesundheit, Öffentlicher Sektor)

 Gestaltung des EUDI-Ökosystems:  Chance für 

Wirtschaftswachstum

Ansprechpartnerinnen

Lorène Slous | l.slous@bitkom.org

Orly Goldenberg | o.goldenberg@bitkom-service.de
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Bitkom e. V.Albrechtstraße 1010117 BerlinT 030 27576-0bitkom@bitkom.orgbitkom.org

Bitkom e. V.
Albrechtstraße 10
10117 Berlin

T 030 27576-0
bitkom@bitkom.org

bitkom.org

Bitkom vertritt mehr als 2.200 Mitgliedsunternehmen aus der digitalen 
Wirtschaft. Sie generieren in Deutschland gut 200 Milliarden Euro 
Umsatz mit digitalen Technologien und Lösungen und beschäftigen 
mehr als 2 Millionen Menschen. Zu den Mitgliedern zählen mehr als 
1.000 Mittelständler, über 500 Startups und nahezu alle Global Player.

http://www.bitkom.org/
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